
1  

USTRANSCOM Personal Property Advisory #23-0020 

Date: 9 December 2022 

From: USTRANSCOM Defense Personal Property 

Management Office (DPMO), Scott AFB, IL 62225 

 
To: All Department of Defense (DoD) Approved Personal Property Transportation Service 
Providers (TSP) 

 
Subject: Annual National Defense Authorization Act (NDAA) of 2019, Section 889 
Recertification Requirements 

 
1. This advisory outline the 2019 National Defense Authorization Act (NDAA) annual 
recertification requirements for TSP actions required to implement section 889(a)(1)(A) and 
889(a)(1)(B) of the John S. McCain NDAA of 2019 (Pub. L. 115-232) in the Defense Personal 
Property Program (DP3). 

 
2. On 13 August 2020, USTRANSCOM enforced sections 889 (a)(1)(A) and (a)(1)(B) of the 
NDAA of 2019. The DP3 program implementation of these sections will follow the Federal 
Acquisition Regulation (FAR), with minor variations as spelled out in this advisory and 
subsequent update, to account for different systems and processes used in the DP3 tender 
programs. Applicable definitions and standards can be found in FAR provision 52.204-24 and 
clause 52.204-25 at: https://www.acquisition.gov/far/subpart-52.2. For purposes of the 
provision and clause, substitute word “transportation service provider” for “contractor” or 
“offeror” and TCJ9 for “contracting officer” as related to implementation of section 889 in the 
DP3. The attached NDAA Section 889 Certification Form, which includes a description of the 
law, must be completed, and returned IAW Par 6. 

 
3. Section 889(a)(1)(A) (Pub. L. 115–232) prohibits the head of an executive agency on or after 
August 13, 2019, from procuring or obtaining, or extending or renewing a contract to procure or 
obtain, any equipment, system, or service that uses covered telecommunications equipment or 
services as a substantial or essential component of any system, or as critical technology as part of 
any system. Nothing in the prohibition shall be construed to— 

 
3.1. Prohibit the head of an executive agency from procuring with an entity to provide a 
service that connects to the facilities of a third-party, such as backhaul, roaming, or 
interconnection arrangements; or 

 
3.2. Cover telecommunications equipment that cannot route or redirect user data traffic or 
cannot permit visibility into any user data or packets that such equipment transmits or 
otherwise handles. 
 

4. Section 889(a)(1)(B) (Pub. L. 115-232) prohibits executive agencies on or after August 13, 
2019, from entering, or extending or renewing, a contract with an entity that uses any 

https://www.acquisition.gov/far/subpart-52.2
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equipment, system, or service that uses covered telecommunications equipment or services as a 
substantial or essential component of any system, or as critical technology as part of any system, 
regardless of whether that usage is in performance of work under a Federal contract. Nothing in 
the prohibition shall be construed to— 

 
4.1. Prohibit the head of an executive agency from procuring with an entity to provide a 
service that connects to the facilities of a third-party, such as backhaul, roaming, or 
interconnection arrangements; or 

 
4.2. Cover telecommunications equipment that cannot route or redirect user data traffic or 
cannot permit visibility into any user data or packets that such equipment transmits or 
otherwise handles. 

 
5. Transportation Service Provider Requirements: 

 
5.1. No later than 6 January 2023 all DP3 Household Goods/Unaccompanied 
baggage (HHG/UB) and Non-temporary storage (NTS) TSPs must submit a 
certification, signed by the President or CEO to DPMO as provided in the attached 
and to the POC below. 

 
5.1.1. HHG/UB approved TSPs shall submit certification to 
transcom.scott.tcj9.mbx.pp-quality@mail.mil. 

 
5.1.2. NTS approved TSPs shall submit certifications to 
transcom.scott.tcj9.mbx.pp-smo@mail.mil. 

 
5.1.3. All TSPs (hereinafter the term TSPs applies to both NTS and HHG/UB TSPs) 
that fail to respond may be placed into Non-use effective 9 January 2023. 

 
5.1.4. This requirement does not apply to subcontractors unless those subcontractors 
provide covered telecommunications equipment or services as a substantial or essential 
component of any system to the TSP as defined in paragraph 4. 

 
5.2. DP3 TSPs shall annually resubmit these certifications to DPMO. Such representations 
will be effective for all TSP tenders and tariffs under the DP3 program. 

 
5.3. These procedures do not apply to contracts such as Direct Procurement Method 
(DPM) Schedules 1, 2, or 3, which are governed by FAR procedures. Personal Property 
Offices should contact their supporting contracting officers to ensure the DPM contractor is 
in compliance as non-compliance will negate the award of new business to the DPM 
contract. 

 
6. Reporting Requirements: 

 
6.1. In the event a TSP identifies covered telecommunications equipment or services used as 
a substantial or essential component of any system, or as critical technology as part of any 
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system, during contract performance or any period as an approved TSP operating under the 
DP3, or if the TSP is notified of such by a subcontractor at any tier or by any other source, 
the TSP shall report the information in paragraph 6.2 to the DMPO 
(transcom.scott.tcj9.mbx.pp-quality@mail.mil or transcom.scott.tcj9.mbx.pp- 
smo@mail.mil), and shall also report it to the website at https://dibnet.dod.mil. 

 
6.2. TSPs shall report the following information: 

 
6.2.1. Within one (1) business day from the date of such identification or notification: the 
contract number; the order number(s), if applicable; supplier name; supplier unique entity 
identifier (if known); supplier Commercial and Government Entity (CAGE) code (if 
known); brand; model number (original equipment manufacturer number, manufacturer 
part number, or wholesaler number); item description; and any readily available 
information about mitigation actions undertaken or recommended. 

 
6.2.2. Within ten (10) business days of submitting the information as required by 
subsection 6.2.1.: any further available information about mitigation actions undertaken or 
recommended. In addition, the TSP shall describe the efforts it undertook to prevent use or 
submission of covered telecommunications equipment or services, and any additional 
efforts that will be incorporated to prevent future use or submission of covered 
telecommunications equipment or services. 

 
7. Questions/concerns reference this advisory: DPMO/TCJ9 Operations & Quality Team at 
transcom.scott.tcj9.mbx.pp-quality@mail.mil and DPMO/TCJ9 Storage Management Office at 
transcom.scott.tcj9.mbx.pp-smo@mail.mil. 

 
8. This message was approved for release by the Deputy Director for Operations, Defense 
Personal Property Management Office (TCJ9-O). 

 
 
 

1 Attachment: DP3 NDAA Section 889 Certification Form - 28 Jul 2020 
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